ith 11? Have information
Do you really need Done Wll'h it
that information?2 stolen?

Think before
you collect.

~
~
~
SHRED ITI Report it
(But first consult USC’s Data Retention requirements) i m m Ed iate IV'

-- policy.usc.edu/record-management -- (Contact Compliance@usc.edu or security@usc.edu)

» Turn Awareness Into Action «

2022 Data Privacy Day

USC Office of Culture, Ethics, and Compliance

ooc.usc.edu/data-privacy | compliance@usc.edu

WhayCIJal DON'T GET FOOLED!
portable devices? ="

Swvbject: URGENT paoyment request
From: cec»@cc--:
To: good.employes@company.com *
o

Sent: 18 March 2016, 10:14

From: fechsupport@friendlyco.techsecurityteam com
To: good employes@friendlyco com
Sent: 1 February 2016, 16:53

Encrypt them!

Hello, we have found that your password may have been stolen ease

confirm it immediately by -:-Iic:king her.
153V S ErZ_Com

While you are at it...

Check your browser and
Y SENDER

social media security and

privacy settings. & HOVER BEFORE
YOU CLICK

for assistance] (Report to phishing@usc.edu by including as an attachment)

[Contact your local IT or ITS (consult@usc.edu)



